
Overview

DigiCert® CertCentral TLS Manager is an award-
winning certificate management solution that provides 
centralized visibility and control over certificate 
provisioning, with intuitive and flexible features that 
integrate with corporate systems and streamline every 
aspect of the certificate lifecycle.

With CertCentral, administrators can provision and 
manage a broad range of certificate types, all backed 
by DigiCert’s industry-leading investment in standards, 
compliance, global operations, and 5-star rated support.

Full Lifecycle Management 

CertCentral simplifies certificate management by 
consolidating tasks, including issuing, installing, 
inspecting, remediating, and renewing TLS/SSL 
certificates in one place.
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or vulnerabilities.

•	 Seamlessly extend to new and emerging PKI  
use cases

CertCentral’s intuitive dashboards 
pinpoint needed actions and 
streamline operations.



CertCentral Key Features

CertCentral is available in three different templates, each with features that meet the specific needs of your company.

DigiCert® CertCentral TLS Manager

Standard Features

ACCOUNT CONFIGURATION

ISSUANCE & VALIDATION

MANAGEMENT

REPORTING

INTEGRATION

Roles & Divisions

Guest URL

Subaccounts



DigiCert® CertCentral TLS Manager

Additional Features & Services

CertCentral can also be paired with premium features and services that further enhance its value.

Managed Automation

Hands-free certificate enrollment, installation, and 
renewal, to streamline the management of the 
certificate lifecycle.

Discovery

Scanning service that provides a complete inventory of 
certificates, other cryptographic assets and detects and 
remediates vulnerabilities.

Dedicated Public and Private ICA/CAs

Issue certificates from an intermediate that is specific 
to your organization for greater control over the chain  
of trust.

•	 Public ICAs are trusted in all browsers and 
operating systems, and they simplify installation 
and management while allowing full control over 
what the users see in their browser’s TLS  
dialog box. 

•	 Private ICAs allow organizations to  
customize certificates to meet the needs  
of internal requirements.  




