
The CA/B Forum requires that OV code signing private 
keys be stored on a FIPS 140-2 Level 2 or Common 
Criteria Level EAL4+ certified device.

Overview

DigiCert KeyLocker delivers strong key protection for 
code signing private keys in a cloud delivered service 
that meets CA/B Forum requirements. KeyLocker 
provides secure key storage, key generation, and 
signing without the constraints of a physical token.

In contrast to hardware tokens, KeyLocker does 
not require shipping nor incur the delays and 
inconveniences associated with the order and delivery 
of physical devices. There are no risks of lost or stolen 
tokens.   

KeyLocker can be purchased with a code signing 
certificate in CertCentral, making cloud-delivered 
signing with strong key protection easy to obtain, easy 
to set up, and easy to use. 

For organizations that need to secure their software 
supply chain, need code signing flexibility, or have high 


