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Important Notice about this Document 
 
This document is the PKI Disclosure Statement for PKIoverheid herein after referred to as the PDS.  This document 
does not substitute or replace the Certificate Policy/Certification Practice Statement (CP/CPS) under which digital 
certificates issued by QuoVadis Limited (QuoVadis) are issued.  This PKI Disclosure Statement relates to the following 
CP/CPS documents: 

 QuoVadis CPS PKIoverheid Persoon  

 QuoVadis CPS PKIoverheid Service  

 QuoVadis CPS PKIoverheid Service/Server  

 QuoVadis CPS PKIoverheid EV  

 QuoVadis CPS PKIoverheid Burger  

 QuoVadis CPS PKIoverheid Private Personen  

 QuoVadis CPS PKIoverheid Private Services 

 QuoVadis CPS PKIoverheid Private Services Server 
 
You must read the relevant PKIoverheid CP/CPS at www.quovadisglobal.com/repository before you apply for or rely 
on a Certificate issued by QuoVadis.  
 
The purpose of this document is to summarise the key points of the QuoVadis PKIoverheid CP/CPS for the benefit of 
Subscribers, Certificate Holders and Relying Parties. 
 
This document is not intended to create contractual relationships between QuoVadis and any other person. Any person 
seeking to rely on Certificates or participate within the QuoVadis PKI must do so pursuant to definitive contractual 
documentation. This document is intended for use only in connection with QuoVadis and its business. This version of 
the 

http://www.quovadisglobal.com/repository.aspx
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1. 

http://www.quovadisglobal.nl/
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PKIo Certificate 
type 

Description Key usages Certificate Policy OID Requires 
token?  

authentication issued 
to a natural person 

emailProtection) 
 

Burger 
onweerlegbaarheid 

Advanced certificate 
used for encryption 
issued to a natural 
person 

keyEncipherment 
dataEncypherment 
(document signing 
emailprotection) 

2.16.528.1.1003.1.2.3.2 Yes 

Burger 
vertrouwelijkheid 

Qualified certificate 
used for signing 
issued to a natural 
person 

Non-repudiation 
(document Signing 
emailProtection) 

2.16.528.1.1003.1.2.3.3 Yes 

Services Server Organisation validated 
SSL certificate 

Digital signature key 
encipherment 
(server auth client 
auth) 

2.16.528.1.1003.1.2.5.6 no 

EV policy (QWAC) Extended validation 
SSL certificate may 
contain QC 
statements and 
become qualified 
website 
authentication 
certificate 

Digital signature key 
encipherment 
(server auth client 
auth) 

2.16.528.1.1003.1.2.7 No 

 Private Personen 
vertrouwelijkheid 

Qualified certificate 
used for signing 
issued to a natural 
person linked to an 
organisation from a 
non public trusted 
root 

Non-repudiation 
(document Signing 
emailProtection) 

2.16.528.1.1003.1.2.8.3 Yes 

Private Services 

authenticiteit 

Advanced certificate 

used for client 
authentication issued 
to an organisation 

Digital signature( 

client Authentication  
document Signing  
emailProtection) 
 

2.16.528.1.1003.1.2.8.4 Yes 

Private Services 
vertrouwelijkheid 

Advanced certificate 
used for encryption 
issued to an 
organisation 

keyEncipherment 
dataEncypherment 
(document signing 
emailprotection) 

2.16.528.1.1003.1.2.8.5 Yes 

Private Services 
Server 

Organisation validated 
SSL certificate from a 
non public trusted 
root 

Digital signature key 
encipherment 
(server auth client 
auth) 

2.16.528.1.1003.1.2.8.6 No 
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2.2 PKIo advanced 

PURPOSE 

pkio Advanced Digital Certificates provide reliable vetting of the holder’s identity and may be used for a broad 
range of applications including digital signatures, encryption, and authentication. Their specific use is determined 
by the certificate type (key usages) and the subject of the certificate. 
 
The content of these certificates meet the relevant requirements from: 
 ETSI EN 319 411-1: Certificate Profiles; Part 1: Overview and common data structures 
 PKIoverheid PVE part 3A/3B/3C/3I 
 PKIoverheid PVE basiseisen 
 PKIoverheid PVE aanvullende eisen 

 
 

REGISTRATION PROCESS 

Validation procedures for QuoVadis Advanced Digital Certificates are based on the Normalised Certificate Policy 
(NCP) described in ETSI EN 319 411-1.   
 

Unless the Certificate Holder has already been identified by the RA through a face-�x



QuoVadis PKI Disclosure Statement  Version 1.1 

Copyright QuoVadis Limited:  Public Document Page 4 

2.3 PKIo Qualified 
   
2.3.1. PKIo Qualified Certificate issued to a natural person on a QSCD 

PURPOSE 

The purpose of an PKIoverheid Qualified certificates is to identify the Certificate Holder with a high level of assurance, 
for the purpose of creating Qualified Electronic Signatures meeting the qualification requirements defined by 
Regulation (EU) No. 910/2014 on electronic identification and trust services for electronic transactions in the internal 
market (the “eIDAS Regulation”).   
 
This type of QuoVadis Qualified certificates uses a QSCD for the protection of the private key.   
 
These certificates meet the relevant ETSI policy for EU qualified certificate issued to a natural person where the 
private key and the related certificate reside on a QSCD (QCP-n-qscd).   
 
The content of these certificates meets
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2.3.2  PKIo Qualified Certificate issued to a legal person on a QSCD 

PURPOSE 

The purpose of these EU Qualified certificates are to identify the Certificate Holder with a high level of assurance, for 
the purpose of creating Qualified Electronic Seals meeting the qualification requirements defined by the eIDAS 
Regulation.   
 
QuoVadis will only begin issuing Qualified Legal Person certificates once the relevant audit has been passed and the 
service is listed on the relevant national Trust Services Lists.  Once QuoVadis is permitted to issue Qualified Legal 
Person certificates an updated version of this CP/CPS will be published.   
 
This type of QuoVadis Qualified certificates uses a QSCD for the protection of the private key.   
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2.4.1. QuoVadis Qualified Website Authentication (QCP-w) 

PURPOSE 

ETSI EN 319 411-2 defines “QCP-w“ as the “policy for EU qualified website certificate issued to a natural or a legal 
person and linking the website to that person”.  QuoVadis policy is that QuoVadis Qualified Website Authentication 
(QCP-w) certificates will only be issued to legal persons and not natural persons.    
 

http://www.quovadisglobal.com/repository.aspx
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